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• Support performance of the Federal Government’s mission
through IMPROVED information systems security

Goals

• LEVERAGE existing workforce resources capable of leading
the confidentiality, integrity and availability of federal
information and information systems and ATTRACT and
RETAIN supplemental workforce resources to this end

• Establish a mechanism to ACQUIRE, DISTRIBUTE and
SUPPORT information security solutions
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• Common suites of ISS training products and
training services for the Federal Government

– Security Awareness Training (Tier I –
mandatory)

– Specialized Training (Tier II – optional)
• Deadline for selecting Tier I SSC is April 30, 2007
• Migration must be completed by Sept. 30, 2008

Security Training Solution
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Governance Structure of the ISS LoB

GovernanceGovernance
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ISS Line of BusinessISS Line of Business
PartnershipsPartnerships

• OMB Oversight of e-gov and LOB initiatives
• DHS Managing Agency
• ISS LOB PMO Program Management Office
• FSSGB Federal Systems Security Governance

Board
• Shared Service Centers for Security Awareness Training

– Department of Defense
– Department of State – USAID
– Office of Personnel Management

• Customer Agencies
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OMB WelcomeOMB Welcome

Daniel CostelloDaniel Costello
OMBOMB

ISS LoB Portfolio ManagerISS LoB Portfolio Manager
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• Define agency requirements for Security
Awareness Training

• Initiate contact with SSC(s) to evaluate and
select a SSC for your agency by April 30,
2007.

• Develop and execute IAA & SLA with SSC

• Develop and execute migration plan

• Perform change management to support
migration

Customer Agency Responsibilities

Shared Service CentersShared Service Centers
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• Presentation of solutions and description of
technologies used by each SSC

• Description of pricing and methodology
• Procedure for customers to receive further

information on SSC products and services
• Contact information for follow-on meetings

TodayToday’’s Programs Program
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Department of Defense
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• Contact SSC points of contact for more
information
• Information tables in the foyer
• Handouts and customer information provided

• Fill out one Customer Agency Profile for your
agency (profile sheet will be sent via follow-up
email to attendees). Send to the POC at the
respective SSC when you make contact for getting
further information.

• SSCs have also posted information on the E-Gov
website: http://www.whitehouse.gov/omb/egov/

• Deadline for making your SSC selection for
Security Awareness Training is April 30, 2007.

Next StepsNext Steps
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Michael C. Smith
ISS LOB Program Manager

Department of Homeland Security
National Cyber Security Division

mike.c.smith@dhs.gov

Contact InformationContact Information


